Engineering Technology Graduate Program

MS Engineering Technology Program and Areas of Specialization: Course Titles and Descriptions 

A graduate curriculum with a broad spectrum of option for Engineering Technology Majors  

MSET Program: 
MS Engineering Technology requires the completion of 10, 3-unit courses (30 semester units):
a. Three Required Common Courses: Tech 200 (GWAR); Tech 230, Tech 233 (all existing courses)
b. Three Courses in the Area of Specialization

c. Two Technical Elective courses from Technology Program or the College of Engineering or Business

d. Two Project or Thesis courses

Areas of Specialization: 

1. Smart Manufacturing 
2. Applied Network Security

Common Courses for all areas of Specializations: 

· Tech 200: Research Methods for Engineering and Technology: 

Current applied research methods applied to problems in engineering, technology, and other technical fields. Exposure to current literature, scientific/technological research ethics, research and experimental design and methods, skills in research proposal development and locating funding opportunities. 3 Units, Lecture
· Tech 230: Six-Sigma and Continuous Improvement Systems Management: Six-Sigma quality systems for design production and business processes. Statistical foundations, implementation strategies, and practical industrial applications. Methods and practices of achieving continuous quality improvement, defect reduction, project planning and management methods to achieve universal participation in process improvement. 3 Units, Lecture.
· Tech 233: Design and Analysis of Experiments: Analysis of experimental design strategies for process and design improvement. Industrial application of single factor, multi-factor, and optimization designs. Experimental analysis using t-tests, ANOVA, Chi-square, linear and multiple regression techniques. Model building and model validation. 3 Units, Lecture

Specialization 1: Smart Manufacturing  
· Tech 241*: Application of Artificial Intelligence in Manufacturing: (New Course)
Employ AI techniques to address processes in manufacturing ecosystems. Production rate monitoring and yield analysis, machinery performance, and preventive maintenances to optimize production systems operation. Prereq: Tech176 or instructor consent; 3 Units, Lecture.
· Tech 235: Measurement Systems and Analysis: Analysis of variables and attributes methods for measurement systems analysis and control including; repeatability, reproducibility, accuracy, linearity and stability. A survey of measurement and testing systems; dimensional metrology, destructive and nondestructive testing, calibration methods, and inspection equipment and techniques. 3 Units, Lecture.
· Tech 239: Design Assurance in Product Development: Analysis of product development strategies, understanding design constraints and market conditions, design and configuration control systems, documentation and revision control systems, design for manufacturability, phase review approaches for new product introduction, design reviews, and developing and maintaining design guidelines. 3 Units, Lecture.

Specialization 2: Applied Network Security 
· Tech 231: Systems Reliability and Maintainability: Analysis of models for systems reliability including static, dynamic, and probabilistic engineering models; reliability estimation and optimization, life cycle prediction techniques; failure modes and effects analysis; maintainability prediction and analysis. 3 Units, Lecture.
· Tech 236*: Foundations in Quality Assurance for Software 
Analysis of software development and strategy, design and configuration control systems, development standards, performance measurements, documentation and revision control systems, defect reduction methods, modular design approaches, and software maintainability. Prereq: Tech 136. 3 Units, Lecture.
· Tech 273: Computer and Network System Auditing: (New Course)
Information security management, computer crime, legal issues, controls and auditing systems, scanning threat reporting. Evaluations of infrastructure security in a controlled environment using vulnerability assessment tools to assess risks and evaluate security. 3 Units, Lecture

